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**** First Change ****
6.3.3.2
SMF Provisioning of available UPF(s)

SMF may be locally configured with the information about the available UPFs, e.g. by OA&M system when UPF is instantiated or removed.

NOTE 1:
UPF information can be updated e.g. by OA&M system any time after the initial provisioning, or UPF itself updates its information to the SMF any time after the node level interaction is established.

The UPF selection functionality in the SMF may optionally utilize the NRF to discover UPF instance(s). In this case, the SMF issues a request to the NRF that may include following parameters: DNN, S-NSSAI, NSI ID, SMF Area Identity. In its answer, the NRF provides the IP address(es) or the FQDN of the N4 interface of corresponding UPF instance(s) to the SMF.

UPFs may be associated with an SMF Area Identity in the NRF. This allows limiting the SMF provisioning of UPF(s) using NRF to those UPF(s) associated with a certain SMF Area Identity. This can e.g. be used in the case that an SMF is only allowed to control UPF(s) configured in NRF as belonging to a certain SMF Area Identity.

The NRF may be configured by OAM with information on the available UPF(s) or the UPF may register itself onto the NRF. This is further defined in TS 23.502 [3] clause 4.17.
**** Second Change ****
6.3.3.3
Selection of an UPF for a particular PDU Session

If there is an existing PDU Session, and the SMF receives another PDU Session request to the same DNN and S-NSSAI, and the UE subscription data indicates the support for interworking with EPC for this DNN, the same UPF should be selected. Otherwise, if UE subscription data does not indicate the support for interworking with EPS for this DNN, different UPF may be selected.

The following parameter(s) and information may be considered by the SMF for UPF selection and re-selection:

-
UPF's dynamic load.

-
UPF's relative static capacity among UPFs supporting the same DNN.

-
UPF location available at the SMF.

-
UE location information.

-
Capability of the UPF and the functionality required for the particular UE session: An appropriate UPF can be selected by matching the functionality and features required for an UE.

-
Data Network Name (DNN).

-
PDU Session Type (i.e. IPv4, IPv6, IPv4v6, Ethernet Type or Unstructured Type) and if applicable, the static IP address/prefix.

-
SSC mode selected for the PDU Session.

-
UE subscription profile in UDM.

-
DNAI as included in the PCC Rules and described in clause 5.6.7.

-
Local operator policies.

-
S-NSSAI.
-
NSI ID.
NOTE1:
The use of NSI ID in the network is optional and depends on the deployment choices of the operator. If used, the NSI ID is associated with S-NSSAI.
-
Access technology being used by the UE.

-
Information related to user plane topology and user plane terminations, that may be deduced from:

-
AN-provided identities (e.g. CellID, TAI), available UPF(s) and DNAI(s);

-
Information regarding the user plane interfaces of UPF(s). This information may be acquired by the SMF using N4;

-
Information regarding the N3 User Plane termination(s) of the AN serving the UE. This may be deduced from AN-provided identities (e.g. CellID, TAI);

-
Information regarding the N9 User Plane termination(s) of UPF(s) if needed;

-
Information regarding the User plane termination(s) corresponding to DNAI(s).

NOTE2:
How the SMF determines information about the user plane network topology from information listed above, and what information is considered by the SMF, is based on operator configuration.
**** End of Changes ****
